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Abstract:
In this paper we explore the importance of platform governance. We dis-
cuss various problems of centralized architecture in the context of the meta-
verse or sharing economy applications which may lead to monopoly market
structures. We argue that open standards and blockchain-based governance
can potentially mitigate some of these issues. We then collect governance
data from the first blockchain-based virtual world and conduct an empirical
analysis to study voter behavior within Decentralized Autonomous Organi-
zations (DAOs). We provide empirical evidence that open standards and
blockchain-based governance are a necessary but not a sufficient condition
for a decentralized and neutral platform. Centralization and concentrated
voting power may lead to dependencies, rent extraction behavior and create
hold-up problems. Consequently, producers, prosumers and service providers
must evaluate the governance structure of the platform before establishing a
presence.
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1 Introduction

The internet has changed the way we interact with each other and conduct
business, and there is hardly an industry that has remained unaffected. Even
the smallest companies are expected to have their own websites and social
media profiles. Social networks have proven to be an effective tool for adver-
tisement (Kumar et al. 2016, Li et al. 2022) and customer engagement, and
the lack of an adequate online presence is a major competitive disadvantage
that has the potential to diminish a company’s success (Jones & Jayawarna
2010, Ye et al. 2022).

As such, the World Wide Web is a great example of an attention economy
(Goldhaber 1997) – an information-rich environment where economic agents
need to allocate their attention capacity among various sources (Simon et al.
1971), and a contest between information sources for the attention of recip-
ients occurs (Falkinger 2007). Companies and brands compete for eyeballs
and use search engine optimization (SEO), online advertisements (Berman
& Katona 2013, Iyer & Katona 2016) and various other instruments to maxi-
mize traffic and conversion rates. Throughout the history of the World Wide
Web, these parties adapted from the simple provision of static information
to the era of user generated content, and the advent of vocal online commu-
nities. Many of these communities now move to the next virtual frontier: the
metaverse.

Numerous companies and organizations have already established a virtual
presence and use the metaverse to engage with new and existing customers.
Atari has created a virtual arcade, JPMorgan has opened a virtual office and
Samsung regularly hosts events in their virtual customer engagement space.
Nike has acquired the virtual apparel creator RTFKT, Adidas has partnered
with Bored Apes Yacht Club (BAYC) – a non-fungible token (NFT) based on-
line community, and various well-known brands, including Coca Cola, Gucci,
Tommy Hilfiger and American Apparel have sold clothing for avatars. More-
over, artists like Travis Scott, Ariana Grande, Deadmau5, Paris Hilton or Lil
Nas X have held virtual concerts. Most prominently, Facebook has rebranded
its company to “Meta”, and has publicly announced that it is committed to
the development of the metaverse.

The metaverse enables a more natural visualization of information, in
a familiar, quasi-physical environment (Duan et al. 2021, Lee et al. 2021).
Thus, it may create an opportunity for businesses to build more immersive
and engaging points of contact. Users no longer browse alone through 2D
text- or media-based websites and applications. Instead, they control an
avatar, i.e., a virtual representation of themselves, in a 3D virtual space
where they directly interact with others and the virtual environment. This
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allows companies to create online experiences that would otherwise not be
possible (Giang Barrera & Shah 2023).

Similar to the World Wide Web, the metaverse is an attention economy.
Due to its quasi-geographic context, where each piece of information has a
specific location within a virtual world, the competition goes far beyond SEO
and advertisements. There is strong empirical evidence that location matters,
even in a virtual setting with negligible travel costs (Goldberg et al. 2021).
Just like in the physical world, the distance to points of interest, main streets,
plazas and popular districts are important criteria that affect visitor density.
We refer to these as micro-level factors, i.e., the variables that determine the
precise spot where a company should locate within a given virtual world.

However, before a company can make a decision regarding their precise
location, they first have to assess the macro properties (Fernandez & Hui
2022) of the virtual world and explore whether it makes sense to establish
a virtual presence. One of the key aspects for this assessment is the virtual
world’s governance structure and the implicit distribution of power (Eglis-
ton & Carter 2021). This can be compared to the choice of jurisdictions in
the physical world. Clearly, governance and political systems do affect loca-
tional choices on a macro-level, and there are strong disincentives to locate
a business in regions with political uncertainty, arbitrary decision making
and a weak rule of law. Similarly, if metaverse governance is weak and the
power not well distributed (Bloomfield & Coombs 1992), this may gener-
ate hold-up problems (Goldberg 1976, Klein et al. 1978, Williamson 1979)
and monopolistic infrastructure. Businesses who ignore these aspects are at
risk of becoming dependent on the operator, and may find themselves in a
hold-up or lock-in situation.

In practice, this governance issue may also arise for other applications that
are built on privately operated digital platforms, e.g., in the sharing economy.
These sharing economy platforms facilitate trade between consumers and
prosumers, but they usually rely on a trusted party which can unilaterally
change the rules and affect the businesses of their stakeholders. Researchers
have already looked at governance of these platforms, either through outside
regulation (Hong & Lee 2018, Vith et al. 2019, Mont et al. 2020) or the
democratization (Martin et al. 2017) of the platform itself.

Technology offers opportunities for novel governance structures. While
blockchain technology has been listed as one of the most transformative fac-
tors for human resource management (Christ & Helliar 2021), operations
(Filimonau & Naumova 2020), processes (Hew et al. 2020, Hughes et al.
2019, Tan et al. 2021, Tsolakis et al. 2021) and marketing (Kumar 2018, Eck-
hardt et al. 2019, Gligor et al. 2021, de Villiers et al. 2021, Cui et al. 2021),
it could also serve as a governance tool (Pazaitis et al. 2017, Arruñada &
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Garicano 2018) through disintermediation in the sharing economy (Kostakis
& Bauwens 2014, Hawlitschek et al. 2018, Fiorentino & Bartolucci 2021,
Mehrwald et al. 2019, Tan & Salo 2021). Furthermore, Talmon & Shapiro
(2022) propose a grassroots democratic system through blockchains and De-
centralized Autonomous Organizations (DAOs) which could potentially cre-
ate an income-sharing alternative to social media, sharing economy platforms
that are organized as cooperatives by the relevant stakeholders or a demo-
cratic metaverse. Others (e.g., De Filippi 2019, Bena & Zhang 2022) have
pointed out that DAOs are not necessarily the right way to democratize these
communities, especially due to the wealth component of token-based voting
mechanisms.

In this paper, we study metaverse governance. We first discuss potential
problems of virtual worlds which are under the exclusive control of a central-
ized operator and then explore blockchain-based virtual worlds as a potential
remedy. We have collected data from the largest blockchain-based virtual
world and use this data to analyze its governance process. We show that a
blockchain-based tech stack can mitigate some of the governance issues, but
should not be regarded as a guarantee for decentralized decision-making.

2 Preliminaries

2.1 Metaverse

Despite the recent media traction, there is much confusion around the meta-
verse. For instance, the term is often used synonymously for various Ex-
tended Reality (XR) technologies (e.g., Xi et al. 2022). This is problematic,
as not all Virtual Reality (VR) and Augmented Reality (AR) applications
take place in the metaverse. The problem becomes apparent when we use the
analogy of the World Wide Web and a personal computer. While computers
allow users to access the World Wide Web, they also enable them to use
various offline applications. Similarly, AR and VR devices can be used to
access the metaverse, but also for various unrelated tasks (e.g., Boud et al.
2000, Mujber et al. 2004, Zyda 2005, Ong et al. 2008, Ganiev et al. 2018).

The metaverse enables users and businesses to connect in a more natural
way. It essentially resembles the World Wide Web, but it quite literally adds
another dimension to the user experience and allows people to interact in a
quasi-physical context.

The term itself has existed for decades and is often attributed to Neal
Stephenson’s 1992 science fiction novel “Snow Crash” where it describes an
immersive virtual world that is populated by humans-as-avatars. The word
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itself is a portmanteau of “meta” (i.e., “transcending” or “beyond”) and
“verse” (i.e., “universe”).

Academic literature on the metaverse is quite sparse. Yet, there are a few
papers that analyze the subject from different angles.

Dionisio et al. (2013) summarize the history of the metaverse from a com-
puter science perspective. In short, virtual worlds have existed since the late
1970’s in a text-based format. They have since evolved to 3D graphical inter-
faces that visualize user-generated, and predominantly commercial, content.
The authors clearly explain that the next step of the development of the
metaverse is an immersive version of the World Wide Web.

The main drivers of these virtual worlds are social and economic inter-
actions (Hendaoui et al. 2008). This has led to many cases where these
platforms have grown to substantial virtual economies (Castronova 2002).
Usually, these economies are driven by goods and services that are provided
by third parties and not the operator itself – at least not exclusively. There
are many examples in which the boundaries between consumers and produc-
ers start to blur, creating a prosumer economy, where everyone can create
their own assets and provide various services.

Similar to other platform economies, virtual worlds may be prone to gov-
ernance issues. In a recent paper, Nabben (2021) highlights that operators
of a private metaverse may extract value and conduct arbitrary rule changes.
In contrast, a public metaverse could be governed and owned by DAOs (Beck
et al. 2018). Blockchains and DAOs offer new ways to organize collabora-
tions (Lumineau et al. 2021, Allen & Berg 2020), and thus could also be
employed for non-computational processes (Fernandez & Hui 2022), such as
voting and content moderation, in the metaverse. For reference purposes, we
have included a short Web3-specific glossary in Table 1 which describes the
most frequently used acronyms in this paper.

But even DAOs do not solve all problems. In fact, their voting schemes
may introduce new governance issues (Chohan 2017). Knowing that asset
ownership usually follows a Pareto distribution (Newman 2005) this may lead
to unequally distributed voting power.

In this paper, we empirically analyze potential problems of one DAO for
a metaverse platform. For a more general empirical glimpse at the rise of
DAOs, consider Bellavitis et al. (2022).

2.2 Governance

To get a better understanding of the potential governance issues in the meta-
verse, it may be useful to start with a simple framework. For this purpose, we
briefly introduce a generic technical stack which allows us to analyse virtual
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Acronym Definition
DAO A Decentralized Autonomous Organization. A collective

which governs through blockchain technology without a
centralized leader.

IPFS The Interplanetary File System (see Benet 2014). A
peer-to-peer distributed file system without a single
point of failure which can be used to store and distribute
files permanently through the internet.

MANA A fungible ERC-20 compliant token that was designed
to bootstrap Decentraland’s economy.

NFT A non-fungible token which represents ownership in a
distinct asset.

SAB The Security Advisory Board of Decentraland which has
special privileges to upgrade the smart contracts which
manage the ownership of land parcels.

VP Voting power. An absolute measure of voting rights
based on pre-defined rules, e.g., the number of owned
land parcels, user names or MANA.

Table 1: Glossary of Web3-specific acronyms used in this paper.

worlds from various angles. The stack is divided into three layers, where each
additional layer is built on top of the ones below. Similar to Ordano et al.
(2017) we refer to them as the “ownership”, “content” and “visualization”
layers.

2.2.1 Ownership Layer

Users in virtual worlds can own various digital assets, e.g., monetary units,
land parcels, avatar apparel, user names or even avatars themselves. These
assets are virtual by nature and their ownership is usually stored on a
database. The database must be managed by someone, e.g., the operator
of a centralized ledger or the community in the case of a public blockchain
system (Nakamoto 2008, Buterin et al. 2014).

A centralized database essentially requires trust in the operator. Assum-
ing the operator is benevolent, this approach is unproblematic. Nevertheless,
as suggested in various cases regarding social media and other platforms, op-
erators sometimes face controversial decisions. Even worse, they may act ma-
liciously (e.g., expropriation) or incompetently (e.g., getting hacked). More-
over, they may not always have an incentive to keep providing access to the
database which could lead them to shut down the service, either temporarily
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or indefinitely (Schär 2021).
Decentralized solutions enable users to manage digital assets themselves,

often in the form of (non-)fungible tokens on a public blockchain (see e.g.,
Belk et al. 2022). This provides a more robust infrastructure and trustless
exchange environment (Tan & Saraniemi 2022), but comes with a tradeoff:
the self-custody of these digital assets also requires self-responsibility with
respect to the secure storage of the private key.

2.2.2 Content Layer

3D models, textures and applications must be stored in a way that makes
them accessible to the end user. Content servers can be hosted by a single
operator which can erase, modify or censor content.

Similar to public blockchains, one can employ a network of distributed
content servers. However, this, requires a lot of storage space, and is often
not feasible for the general public. Thus, some protocols, e.g., IPFS (Benet
2014), rely on a system where not all nodes store the entirety of the content.

A non-trivial task is the moderation of user-generated content. For ex-
ample, who decides whether a particular user name is offensive or in line
with the virtual world’s guidelines? Who executes these decisions and how
are these parties held accountable? In some cases, this may lead to con-
troversial decisions due to the thin line between moderation and censorship
(Myers West 2018, Gillespie 2018, Gillespie et al. 2020). DAOs could provide
a solution in this regard (Wang et al. 2019, Hassan & De Filippi 2021), as
they enable the community to vote on these specific cases.

2.2.3 Visualization Layer

Information from the ownership and content layers can be combined and
visualized in a 3D environment which creates an immersive experience for
the end user (Ordano et al. 2017).

Depending on the platform, the virtual world can be visualized by a wide
range of devices, e.g., computers, gaming consoles, VR headsets, smartphones
or tablets. Alternatively, the operator could require a specific device to
be used by the end users. It is clear that businesses that operate in such
a metaverse are highly dependent on the creator of this hardware device
(Burgelman 2002, Farrell & Klemperer 2007).

The same applies to the software side. Some virtual worlds can only be
accessed through a single, closed-source client. Once this client is no longer
supported, the information can no longer be visualized and the centralized
virtual world will also cease to exist. In contrast, an open architecture may
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enable client and device diversity, similar to browsers, computers and smart-
phones in the World Wide Web.

2.3 Separation of Layers

From a technical perspective, there is nothing that prevents a single provider
from exclusively hosting all three layers of the tech stack. However, propri-
etary standards would make it hard for other platforms to be compatible
(West 2003). Even if the centralized world has open interfaces and standards
to allow for some interoperability, governance of these standards, particularly
the process by which these rules are developed and changed, will still be a
big issue (Simcoe 2012). The lack of interoperability comes at the costs of
third party businesses. First, proprietary standards lead to a higher risk of
dependencies and rent extraction. Second, businesses have a strong interest
to attract the attention of as many potential customers as possible. Open
standards may help in this regard. The separation of these layers could create
a situation where most governance-related aspects exclusively revolve around
the content layer. The ownership layer can be completely neutral without
any governance intervention whatsoever (Schär 2021), but content on shared
platforms should be moderated (Gillespie 2018). The visualization itself can
be open, and thus enable multiple parties to offer clients and devices.

3 Field Data: Decentraland

In this section, we provide an overview of Decentraland (Ordano et al. 2017)
its governance process and the governance data. Decentraland is the first
large-scale virtual world that uses blockchain technology and a DAO with
the goal of distributing power among its users. Its architecture aims to pro-
vide an infrastructure for businesses and developers to build and monetize
applications on top of a shared, virtual world without having to fear a po-
tential hold-up.

Decentraland employs NFTs on the Ethereum blockchain to track the
ownership of land parcels, wearables and user names. Furthermore, it makes
use of its own fungible token called “MANA” which was specifically designed
to bootstrap the virtual world’s economy. While the MANA smart contract
is immutable and cannot be changed by anyone, the LAND smart contract,
which manages the ownership of all land parcels, employs a proxy pattern
which enables the DAO to make certain changes. The implementation of
these changes is subject to a veto right by the members of the DAO’s Security
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Advisory Board (SAB), a group of five Solidity1 developers. Originally, the
SAB members were appointed by Decentraland’s core team. Members can
now be voted in/out by the DAO. The SAB’s purpose is to intervene if a
severe bug is detected in the smart contracts.

The virtual world creates an environment for various content creators.
Land owners can combine arbitrary resources (e.g., 3D models, textures and
applications) to create interesting scenes which can be deployed on the re-
spective land parcels. Similarly, wearable designers make use of resources to
create apparel for avatars. This process could theoretically be expanded to
other types of assets, e.g., vehicles.

In order to minimize the dependency on a centralized operator, these
resources, as well as user profiles, are stored on so-called ”catalyst” servers.
Decentraland’s open-source approach allows anyone to run their own, local
instance of such a server where they can deploy new resources, and thus,
modify their own, local version of Decentraland. The DAO manages a list of
trusted catalysts which are run in accordance with the community’s rules and
governance decisions. Thereby, this network of servers creates a consensus
about the true state of the shared, virtual world, including all deployments.

This kind of architecture not only allows anyone to run the virtual world
on their own hardware, it also serves as leverage for the various stakeholders
over the catalyst server operators. Should the operators act maliciously, e.g.,
through unilateral rule changes, the stakeholders can easily fork the virtual
world and run it on their own hardware with their own set of rules. Fur-
thermore, if the ownership layer is indeed completely neutral, i.e., tokenized
assets powered by immutable smart contracts on a public blockchain, any
user who forked the virtual world can integrate these assets without having
to fear an intervention by the malicious operator. We discuss (this threat of)
forking later in Section 5.

Users access the virtual world via a desktop client or through their browser.
When logging in, they cryptographically sign a message with the private key
of their Ethereum address, allowing them to prove ownership of their Web3
identity. The use of Web3 credentials ensures that no single party controls
the login process and identities. Once the user is logged in, all data in re-
lation to their avatar and scenes in their close proximity are presented in a
virtual 3D setting. The user can then explore the virtual world by themselves
or with others.

Decentraland’s architecture aims to distribute power among its users
through the management of assets on a public blockchain and through a

1Solidity is an object-oriented high-level programming language for smart contracts on
Ethereum Virtual Machine compatible blockchains.
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server network which is managed by the DAO. The DAO also holds the
power to make changes to the virtual world’s rules, i.e., the governance of
the virtual world.

Since anyone can create large numbers of pseudonyms (addresses) at effec-
tively no costs, decentralized governance systems cannot rely on “one person,
one vote” schemes. The approach would be prone to sybil attacks (Douceur
2002, Tran et al. 2009). This issue is often referred to as the “weak identities
problem” and the reason why most DAOs, including Decentraland’s DAO,
rely on token-based voting.

All entities that own a land parcel, MANA or user name are considered
to be members of the DAO. They have the right to propose governance
changes and to vote on governance issues. Votes have different weights, or
voting power (VP), depending on the voters’ token holdings. The VP of each
DAO member is determined by their Decentraland-related assets, i.e., their
MANA balance, as well as the number of land parcels and user names they
own. Members receive 1 VP for each MANA token they hold, 100 VP for
each name, and 2,000 VP for each land parcel. VP can also be delegated to
other parties. This enables users to cede their VP to a trusted party who
can vote on their behalf, while keeping their assets.

Whenever a proposal is submitted, its metadata is stored on IPFS (Benet
2014) and a snapshot of the outstanding VP at the time of creation is
taken. To cast a vote, users simply sign a message with the private key
of their Ethereum address, which ensures the authenticity and integrity of
their choice.

VP which stems from MANA, land and user names is essentially fixed
at the time of creation of a proposal and cannot be transferred, even if the
underlying asset is moved to another account. However, delegated VP can
be revoked during the voting period. This ensures that delegators can vote
on a topic themselves if their delegate does not vote in accordance with their
own preferences.

All submitted proposals and cast votes are public and anyone can always
track the current results of (on-going) votes or observe how each address has
voted. Once the pre-specified voting time has passed, the VP submitted for
each choice is summed up and the results are final. Any changes resulting
from an accepted proposal are executed by the DAO Committee, a group of
three DAO-elected community members. The DAO Committee is overseen
by the SAB which has the ability to pause, resume or cancel any action
taken by the Committee. Depending on the proposal type (see Table 2 for
an overview of proposal types), a minimum threshold of VP must be reached
for a proposal to be accepted.
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Decentraland’s DAO provides governance data2 from various public sources
(e.g., the Ethereum blockchain and snapshot.org). These data include infor-
mation about all submitted proposals, the participating members and their
cast votes. We use these data as a starting point for our analysis.

The data set consists of 1,414 proposals that were submitted by 789
Ethereum addresses between May 24, 2021 and Dec 08, 2022, as well as
the 45,333 cast votes that were submitted by 4,345 addresses.

There are eight different proposal types, five of which are highly stan-
dardized and directly result in binding changes:

Ban Name Users can propose to vote on banning a specific user name to
prevent harassment.

Catalyst Users can propose to add new servers to the DAO-approved list of
catalyst servers. These servers are run in accordance with the DAO’s
rules, and thus, create a consensus about the current state of all de-
ployments in the shared virtual world.

Grant The DAO controls a treasury of various cryptoassets and users can
file applications and request funding for their community projects.

POI Users can propose to add or remove points of interests (POIs) within
the virtual world. These POIs are displayed on the standard client’s
map and help others to identify interesting locations.

Wearables Users can request to be added to the linked wearables registry.
Parties that are part of this registry can create and launch 3D repre-
sentations of NFTs that originate from outside of Decentraland, e.g.,
NFT-based sneakers or shirts. A special Wearables Committee has the
final say on the inclusion of new wearables.

Other, more complex issues that do not fit one of the standardized pro-
posal types, follow a three-step process with increasing VP threshold values:

Poll Polls raise potential governance issues and act as a temperature check
of the community sentiment. Their goal is to determine if there is
enough support to move forward with a more specific proposal.

Draft Drafts present a potential policy to combat a raised governance issue
and formalize the discussion about potential impacts and implementa-
tion issues.

2Daily updated data can be found at: https://github.com/Decentraland-DAO/

transparency
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Governance Governance proposals formalize the draft proposal into a bind-
ing outcome for the DAO to vote on. Note that all previously mentioned
proposal types can also be considered governance decisions. We refer
to this last category as “governance proposal” to be in line with the
terminology used by the DAO.

We summarize the VP and number of votes for each proposal type in
Table 2.

Type Obs. Min. Mean Median Max.

Ban Name 64
21,372.26

(4)
1,195,084.89

(26.88)
671,788.71

(22)
13,913,407.10

(122)

Catalyst 2
247,539.60

(9)
1,149,658.98

(11)
1,149,658.98

(11)
2,051,778.36

(13)

Grant 388
9,424.48

(3)
2,644,817.14

(52.69)
1,707,725.34

(40)
17,516,017.18

(237)

POI 362
1,124.80

(1)
835,106.44

(32.85)
596,051.57

(19)
5,262,216.95

(205)

Wearables 50
5,807.00

(10)
2,201,559.29

(48.12)
1,444,523.65

(42.50)
8,961,879.08

(123)

Poll 508
361.15

(3)
1,269,732.41

(34.01)
595,619.37

(23)
14,645,927.66

(184)

Draft 25
8,410.14

(17)
3,502,918.55

(55.88)
2,656,538.98

(46)
11,014,717.99

(155)

Governance 15
1,303,498.13

(29)
6,862,381.95

(73.33)
6,940,498.80

(72)
12,684,829.68

(191)

Table 2: Summary statistics for VP and number of votes (in brackets) for
each proposal type.

4 Data Analysis

While decentralized governance schemes enable different stakeholders, e.g.,
users, developers and businesses, to actively take part in crucial decisions, the
question arises if this new type of institution evokes new forms of abuse and
misuses. In particular, if VP is a function of wealth, there may be a risk of
a plutocracy (Leech 2013). Moreover, sequential voting and the transparent
nature of cast votes may lead to a vote timing issue with a high incentive to
vote very late in the voting period (Battaglini et al. 2007). In the following
subsections, we will use various approaches to explore these potential issues
empirically.
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4.1 Whale Analysis

There are vast differences in VP. Some addresses control large amounts of
governance tokens, others extensive LAND estates, or large collections of
names. VP may also be a result of delegation by other entities. In any case,
these high VP voters have a significant say in the outcome of a proposal.

While the weak identities problem makes it hard to map VP to individuals
and to compute metrics like VP Gini-coefficients (Nadler & Schär 2022), we
can compute the relative VP of the dominant voter. Note that this is a lower
bound value that could be higher if (a) the dominant voter uses multiple
pseudonyms or (b) another voter uses multiple pseudonyms and has a higher
cumulative VP than the dominant voter. As such, our whale analysis is
a conservative approach that will likely underestimate the true influence of
whales on proposal outcomes.

Figure 1 shows the distribution of the dominant voter’s VP share. The
ratio is computed for each proposal and categorized by proposal type. For
Ban Name, Grants, POI, Poll and Wearables, the median value is between
0.45 and 0.7. Note that a median VP ratio of >0.5 would allow the top
voter to unilaterally change the outcome of most proposals. “Catalyst” pro-
posals are much more lopsided and effectively decided by a single person.
However, the results must be interpreted with great care, as there are only 2
observations for the catalyst category. While the “Draft” category is mostly
irrelevant, there is evidence in the data that pure “governance” decisions are
slightly less centralized.

4.2 Marginal Voter Analysis

Similarly to lower bounds for dominant voter’s relative VP share, we can also
compute upper bound marginal voter thresholds. An upper bound marginal
voter threshold essentially describes how many voters would need to abstain
to flip the outcome of the voting process. The value constitutes an upper
bound, as several addresses may be controlled by the same entity, effectively
reducing the minimum number of entities required.

We have grouped the proposals by categories to see if there are significant
differences. Table 3 shows how many of the proposals of each category could
have been flipped, given a certain number of marginal voters who would
be willing to abstain. Note that the numbers would be even worse if we
considered scenarios where voters would be allowed to change their vote to
another option.
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Figure 1: Relative VP of voter with highest VP share per proposal. Boxplot
grouped by proposal categories.

Number of Abstaining Voters
Type Obs. 1 2 3 5 10 25
Ban Name 64 0.1094 0.1562 0.1719 0.2500 0.5625 0.9531
Catalyst 2 0.5000 0.5000 0.5000 0.5000 0.5000 1.0000
Grant 388 0.1057 0.1830 0.2629 0.3737 0.5799 0.8660
POI 362 0.1796 0.2790 0.3481 0.4475 0.6381 0.8370
Wearables 50 0.1400 0.2000 0.2800 0.4200 0.5600 0.8000
Poll 508 0.2657 0.3740 0.4646 0.5630 0.7165 0.9350
Draft 25 0.0400 0.1600 0.2400 0.3600 0.4800 0.6400
Governance 15 0.1333 0.1333 0.1333 0.3333 0.4000 0.6000

Table 3: Marginal voter analysis: Ratio of proposal outcomes that could
have been changed for a given number of abstaining voters.
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Our analysis suggests that, depending on the proposal type, the absence of
a single high VP voter would have been sufficient in 10% - 27% of the cases.
Note that “Catalyst”, “Draft” and “Governance” have only 2, 25 and 15
observations, respectively. These three categories are listed for completeness
but must be interpreted with care.

4.3 Vote Timing

One could argue that the timing of the votes may have an effect on the
outcome of the voting process. Early voters disclose their choices and allow
others to respond accordingly. As such, an early voter could either discourage
others from casting a seemingly ineffective vote for an alternative option or
provoke large numbers of voters that oppose the choice, and allow them to
rally behind a common cause. Clearly, there are various reasons why the
timing of a vote could have an effect on the outcome and as such, it is
important to conduct further analysis on when votes were cast.
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Figure 2: Time series of VP weighted votes for (positive) and against (neg-
ative) proposal. The proposal was a non-binding vote on an important gov-
ernance issue, i.e., whether an open API should be closed and potentially
restricted.

Initially, we found anecdotal evidence for proposal outcomes that were
changed close to the conclusion of the proposals’ voting periods. Sometimes
the outcome was changed by a single “last minute” voter with a very high
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Figure 3: Relative time of vote for different categories of VP.

VP. One of these examples3 is shown in Figure 2. The figure shows the
cumulative VP-weighted time series of votes, where VP-values for votes in
line with the final outcome were added as positive values and VP-values for
votes in line with the runner-up as negative values. Note that the “No”
choice had a comfortable lead of approx. 2M VP until right before the
conclusion of the voting process, when a single vote with 4.4M VP was cast
and subsequently flipped the result. It is important to understand that this
observation was manually chosen. We do not claim in any way that this
observation is representative of the entire data set but rather show this case
as a motivation for the extended and more generalized analysis that follows
in this and the next subsection.

To conduct a generalized analysis of when votes are cast, we first have to
introduce a normalized time frame. Let us define VS and VE as the start and
end time of the voting period. Let us further define Vi as the point in time
at which vote i was cast. We can easily compute the relative vote timing

3The proposal ID for the example is bafkreifk3pcxjthrmh5c2otxwgaqfmbgvxhgikqvb7
nns7ebdt5j6droqu.
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RV Ti = Vi−VS

VE−VS
∈ [0, 1], i.e., the time a vote was cast relative to the duration

of the voting period.
Figure 3a-f show the RTV distribution. We have grouped voters by

their VP, from very small voters with VP < 1000, up to whales with VP
≥ 4, 000, 000. Data suggest that small voters predominantly have a low
RVT, while there is a significant shift towards higher RV T for voters with
VP ≥ 1, 000, 000.

While our analysis provides clear evidence for time preferences and strate-
gic behavior among large VP voters, we do not yet know how large and late
voters have affected proposal outcomes. This will be explored in the next
subsection.

4.4 Outcome Robustness

To analyze outcome robustness we compute the dominant choices for the
following 5 scenarios: VP.ALL, VP.1, VP.2UP, VP.LATE and VP.EQUAL. The
computation is described below.

VP.ALL represents the final outcome, considering all votes weighted by VP.
As such, it serves as a reference and can be regarded as the true outcome
of the voting process.

VP.1 reflects the choice of the voter with the highest VP. It ignores any votes
by other voters. If a proposal was only voted on by one person, we get
VP.1 = VP.ALL.

VP.2UP represents the outcome, considering all votes, with the exception of
the vote by the highest VP voter. The remaining votes are weighted
by VP. It reflects the outcome if the highest VP voter would not have
voted.

VP.LATE represents the outcome if we only consider votes with an RV T ≥
0.9. Recall that these are the votes that are cast in the last 10% of the
proposal’s voting period.

VP.EQUAL represents the outcome with equal weights. It completely ignores
VP and instead simply counts the votes cast by distinct addresses. Note
that this metric is not sybil attack resistant and must be interpreted
with care.

Table 4 shows a simplified confusion matrix. Each cell represents the
ratio of outcomes for which the column and row indicators yield the same
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result. For readability purposes we have plotted the values in both the lower
and upper triangular matrix.

The values in the braces are the absolute number of observations for
each pair. Observations vary, because there are some NA values for some of
the computations. VP.2UP will yield an NA if there is only one vote on the
proposal and VP.LATE will yield an NA if no votes were cast with RV T ≥ 0.9.

VP.1 VP.2UP VP.LATE VP.EQUAL VP.ALL

VP.1
1.0000 0.7897 0.8360 0.7999 0.9484
(1,414) (1,412) (762) (1,414) (1,414)

VP.2UP
0.7897 1.0000 0.8045 0.8661 0.8414
(1,412) (1,412) (762) (1,412) (1,412)

VP.LATE
0.8360 0.8045 1.0000 0.8268 0.8583
(762) (762) (762) (762) (762)

VP.EQUAL
0.7999 0.8661 0.8268 1.0000 0.8388
(1,414) (1,412) (762) (1,414) (1,414)

VP.ALL
0.9484 0.8414 0.8583 0.8388 1.0000
(1,414) (1,412) (762) (1,414) (1,414)

Table 4: Simplified confusion matrix. Shows ratio of same outcomes and
number of observations (in brackets).

In almost 95% of the observations, VP.1 led to the same outcome as
VP.ALL. This is particularly striking if we consider the fact that VP.2UP has
a 21% disagreement rate with VP.1. Similarly, there is a significant difference
between VP.1 and VP.EQUAL. In roughly 14% of the cases, late voters would
have picked a different option than all voters. Moreover, equally-weighted
votes would have led to different results in 16% of the cases. VP.EQUAL

provides further evidence for a potential imbalance in power. However, this
result may be driven by the weak identities problem.

5 Discussion

When businesses choose to set up a virtual branch or otherwise engage in
platform economies, they must consider the underlying governance process.
Various stakeholders, including firms, developers and prosumers, are all sub-
ject to rule changes that may affect the core of their business and potentially
render their investments worthless. If they ignore how rules are set and
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changed, they are at a severe risk of becoming dependent and subject to
rent extraction (Goldberg 1976, Klein et al. 1978, Williamson 1979). It is
important to be aware of this risk in the digital age as it exists in various
platform economies, including traditional sharing economy platforms and the
metaverse.

There are countless examples of how ecosystems with a monopoly market
structure with respect to the platform provider can undermine competition
and create hold-ups and rent extraction. In 2020, the United States’ “Sub-
committee on Antitrust, Commercial and Administrative Law of the Com-
mittee on the Judiciary” published an investigation report where it outlines
the various risks associated with monopoly structures in digital markets. In
the same report, the Subcommittee provides evidence that platform providers
act as gatekeepers and use their proprietary platform data to mimic the be-
havior of successful competitors or take M&A actions to further entrench
and expand their dominant market positions.4

The same logic applies to the metaverse. If the metaverse should in-
deed become an important business platform, these questions will be of even
greater importance. In this case, the metaverse must be seen as fundamental
infrastructure and a platform that hosts third party businesses. If a single
service provider were in control of this infrastructure, they could unilaterally
change the rules as they see fit, exclusively use proprietary data on other
businesses, users and the world itself, and engage in unfair competition by
acting as a gatekeeper. Most importantly, there would be a single point of
failure and the platform provider could shut down the entire virtual world,
even if third party businesses may still be profitable.

A permissionless and community-owned metaverse with open standards,
blockchain-based ownership layers and governance processes can potentially
mitigate some of these risks, at least in theory. In practice, these are neces-
sary but not sufficient conditions for decentralization.

DAO-based governance can be set up in a way that involves all stakehold-
ers of the virtual world. We have described that Decentraland uses different
sources of VP, i.e., governance tokens, land parcels and user names. However,
entities can still hold large asset pools and accumulate significant amounts
of VP. One can argue that the system aligns incentives in a way that the
entities with the largest exposure to the world will ultimately decide on its
development. However, there will likely be situations that resemble principle
agent theory, where what is best for a dominant individual is not necessarily
a good choice for the virtual world as a whole as well as the majority of

4Link to full report: https://judiciary.house.gov/uploadedfiles/competition_

in_digital_markets.pdf?utm_campaign=4493-519
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its stakeholders. Essentially, the DAO-based governance model resembles an
aristocratic system, which is a potential upgrade to monarchic, centralized
virtual worlds where one single party rules.

We provide strong empirical evidence that many governance proposals are
effectively decided by very few individuals. Table 3 shows that e.g., almost
27% of all polls were essentially decided by the most influential voter. Table
4 further suggests that dominant voters’ choices almost always reflect the
final outcome but are not necessarily in line with consensus among the other
voters. In almost 16% of the cases, VP.2UP was flipped by a single high-VP
individual. Figure 1 provides similar evidence. The median value of the
dominant voter’s VP share is close to or above 50% for almost all proposal
types, meaning that the outcome of the median vote could have been decided
unilaterally. For visualization purposes we also provide anectodal evidence
of a specific case that combines these issues (see Figure 2) and shows how a
single dominant voter flipped the outcome near the end of the voting period.

The weak identities problem has two effects: First, it is impossible to
enforce entity-specific VP restrictions. Each entity may effectively create
any number of pseudonyms and thereby render any constraints, limitations
or measures to create a diminishing marginal VP useless. Traditional regu-
lation, such as shareholder and dilution protection as well as reporting re-
quirements, will be difficult to enforce. Second, we have to assume that some
users split their VP across multiple entities. Consequently, our empirical
analysis systematically underestimates the centralization problem. As such,
our analysis must be regarded as a conservative lower bound, useful to point
out a centralization problem, but potentially underestimating its extent.

Most of the risks that are seemingly introduced by DAO-based governance
are mere variations of problems that also exist in traditional governance sys-
tems, but the transparency of DAOs allows for verifiable data to be collected
and evaluated. This data may otherwise not be available (Yermack 2017).

However, there are certain risks that are amplified due to a decentralized
governance system. As an example, consider rent extraction through grants.
This may be much easier in a pseudonymous setup with weak identities, as
individuals could potentially vote on their own grant proposals. This is an
issue, especially with high VP voters. Figure 1 shows that approx. 45% of
grants have effectively been approved by a single entity that may or may
not be the person who proposed the grant. While lobbying and trying to
extract rent through grants and tenders is a concept well-known in traditional
governance systems, a pseudonymous setup could worsen this problem.

Moreover, virtual worlds may raise fundamental questions and have the
potential for unclear competencies (Castronova 2002). In fact, pseudony-
mous actors will likely fall in the domain of multiple jurisdictions and find
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themselves in unclear situations with potentially conflicting policies.
In Section 2 we discussed the metaverse technology stack and introduced

various layers of control. Based on our analysis, it is clear that the stack and
the governance system are interrelated.

On the one hand, architecturial decisions will affect the governance sys-
tem and may potentially allow for implicit and unconventional governance,
like “forks.” A fork is a defense mechanism by the community by threat-
ening a dominant governance actor to vote with their feet. It may occur
on the blockchain- (Schär 2020) or software-level (Jiang et al. 2017). While
abandoning a virtual world and moving to a new one is also possible in a
centralized setup, a decentralized architecture allows the community to ef-
fectively clone and deploy another instance of the world, with an alternative
governance system in place. This threat may help keep dominant gover-
nance actors in check and provide some balance to an otherwise lopsided
governance. Public ownership layers, software client diversity, open hard-
ware interfaces and more generally open standards will contribute towards a
more balanced governance system.

On the other hand, governance decisions may directly affect the underly-
ing architecture, e.g., “catalyst” proposals. Consequently, any business con-
sidering establishing a presence in the metaverse must pay close attention to
the virtual world’s governance and the technical architecture.

6 Conclusion

6.1 Theoretical Implications

The metaverse has recently gained a lot of traction and countless examples
show that it is on its way to becoming an important business ecosystem. As
with various sharing economy platforms, producers, prosumers and service
providers face the important decision as to whether and on which platforms
they want to establish their virtual presence. They may face severe hold-up
problems on traditional centralized platforms.

Blockchain-based virtual worlds have the potential to distribute the gov-
ernance rights and create a neutral and mutually beneficial infrastructure. A
well-defined and broadly supported governance system, as well as a blockchain
and NFT-based ownership layer could mitigate the aforementioned problems
– at least in theory.

In this paper we analyzed the governance system of the first and largest
blockchain-based virtual world. We collected data from 1,414 governance
proposals, with 45,333 cast votes. We provide data on whales, marginal
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voters and the potential for collusion, show how large voters strategically
choose the time at which they cast their votes and analyze how their VP
and strategic behavior may have influenced the outcome of the governance
proposals. The data and our analysis suggest that decentralized governance
may in fact be more centralized than expected.

We conclude that blockchain- and DAO-based governance must not be
regarded as a guarantee for a decentralized governance process. They provide
various advantages and the open standards and infrastructure allow people
to vote with their feet and fork the entire project if necessary. As such, a
blockchain-based governance system and ownership layer constitute a neces-
sary but not a sufficient condition for neutral metaverse infrastructure.

6.2 Managerial Implications

Similarly to how political and judicial considerations influence a company’s
location choice in the physical world, the virtual world’s governance system
is a decisive factor when deciding where to set up a virtual branch. If a
platform is managed by a single infrastructure provider who controls a pro-
prietary tech stack and who may arbitrarily change the rules, increase fees
or even shut down the entire infrastructure, businesses are at a severe risk.
They are dependent on a single entity who may misuse its dominant position
and extract monopoly rent. Well aware of this problem, businesses face a
hold-up and may be reluctant to set up virtual branches in the first place,
thereby preventing potentially beneficial business opportunities from real-
ization. Thus, businesses should consider the architecture and governance
structures of virtual worlds they engage in.

6.3 Limitations and Future Research

This paper is the first to analyze a DAO-based governance process of a meta-
verse platform. The findings and the data analysis are tied to a single virtual
world, but the governance process is the de-facto standard for many DAOs.
Most of the raised issues are a consequence of the exclusive use of pseudony-
mous token-based voting.

Future research may look at two extensions of this model. First, DAOs
may use a bicameral system which combines pseudonymous token-based vot-
ing and community-appointed representatives with known identities. This
may mitigate the weak identities problem, and yet give the community an
opportunity to participate in the governance system. In a way, this is al-
ready done with the Wearables committee, DAO Committee and the SAB,
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but their influence in the governance process are quite unpronounced. Sec-
ond, the current research primarily focuses on pseudonymous voters without
distinguishing between delegated VP or obvious sybils, e.g., where a single
entity votes with two or more addresses. Future research may use voting
behavior and on-chain data to cluster addresses in order to estimate how
pronounced the centralization of voting rights is in practice.
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